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CALL FOR TENDER FROM

ESTABLISHED IT SERVICES COMPANIES TO PROVIDE INFORMATION TECHNOLOGY (IT) SUPPORT AND MAINTENANCE SERVICES TO REMPEC

TENDER TO PROVIDE IT SUPPORT AND MAINTENANCE SERVICES TO REMPEC

NOT TO BE OPENED NOR CIRCULATED INTERNALLY

Closing Date & Time: 10 May 2020 at midnight hrs (Malta time)

This Call for Tender runs through 14 pages excluding this cover and bidders are advised to read it thoroughly and present it, in its entirety.

[image: image2.png]'Maritime House' Lascaris Wharf Valletta VIT1921 Malta
Tel +356 2133 7296/7/8 Fax +356 2133 9951 E-Mall rempec@rempec.org

MARTIVE






Call for Tender for IT Support and Maintenance Services to REMPEC

1 Context
The Regional Marine Pollution Emergency Response Centre for the Mediterranean Sea (REMPEC) is a Regional Activity Centre established in Malta in 1976 within the framework of the Mediterranean Action Plan (MAP) of the United Nations Environment Programme (UNEP), with a view to co-ordinating the activities of the Mediterranean coastal States related to the implementation of the Prevention and Emergency Protocol to the Barcelona Convention for the Protection of the Marine Environment and the Coastal Regions of the Mediterranean Sea. The Centre is operated by the International Maritime Organization (IMO) and is hosted in Malta at offices situated at ‘Maritime House’, Lascaris Wharf, Valletta, made available by the Government of Malta.
The Centre is considered to be an international institution following the rules of the United Nations system and, as such, is entitled to the benefits of the Convention on the Privileges and Immunities of the Specialized Agencies of the United Nations.

REMPEC relies on a staff of ten persons who are stationed in Malta but also travel extensively. All require IT equipment to perform their missions. The details of this equipment are given below.
2 Scope

The Centre is currently in the process of renewing its IT support and maintenance services contract and is calling for tender from interested established IT services companies. Your company was selected to be invited to reply to this call for tender on the basis of your reputation and experience. 
The Centre will award a new two (2) year contract for IT Support and Maintenance Services to the selected company, with effect from 1 July 2020, with possibility of renewal subject to the agreement of both Parties in writing.  
3 Criteria for assessment of the tender
REMPEC will evaluate and assess the submissions of the interested applicants upon a set of criteria. These include: 
1.
Affiliation to International Bodies and recognised quality assurance certification.

2.
Track record and experience in the provision of such IT services (mention experience with software and technologies).

3.
Size of Company and number of employees directly employed with the Company.

4.
Type and skill-mix of employees, including number of full-time support personnel on their books as well as their qualifications and experience.

5.
Calibre of references and reputation of the Company.  

6.
Financial strength and viability of the Company.

7.
The ability of the Company to provide a 24/7/365 service to REMPEC.

8.
The ability of the Company to assist REMPEC with the successful implementation of tasks as described in paragraph 5 below.
9.
The Company’s pricing policy for providing the various services.
4 Selection

REMPEC will then proceed to select a Company which in its opinion, has the employee skills, the company experience and the financial strength to be able to deliver the most appropriate services against its requirements and subsequently continue rendering a durable high level service to REMPEC, during the tenure of the contracted period.
The REMPEC Procurement Selection Committee will open the bids and proceed with the selection of the most appropriate offer between 11 and 15 May 2020 and will communicate the results in due time.
5 Conditions

Suppliers are to confirm their readiness to perform the tasks as described below.
5.1 Maintenance

The Centre relies on the good working order of its IT infrastructure, at the premises and remotely as officers go abroad on mission on a routine basis and depend on the performance of the mobile hardware connected on Cloud (GO virtual PABX, SharePoint and One Drive) and on its capacity to inter alia connect remotely to files and emails. In this respect the contractor shall ensure that hardware is set up and maintained properly, software is updated as per software publishers’ recommendations particularly as regards security updates and antivirus software, and that all necessary means are taken to prevent disruptions of service. The contractor will keep updated an inventory of the hardware and software in use and a copy is to be passed to REMPEC. In addition, the Contractor is responsible for monitoring and optimizing network resources of REMPEC (network traffic, storage use, deployment of peripherals, etc.).
5.2 Support

The contractor will be required to solve daily IT operational problems. Assistance will be required for opening and setting new accounts, as well as for the proper installation of new hardware and software and its integration into the existing infrastructure of the Centre. Assistance to users will be required in case a piece of hardware or software does not work as expected. This excludes the kind of assistance that might be sought by a user for a specific feature in a given application, e.g. help on the setting up an account on Microsoft Office, but includes, for instance, insuring that users are able to access a networked printer properly. 

Due to the fact that REMPEC is an Emergency Response Centre, the supplier needs to be available 24/7/365, either remotely or on location. In addition, the proper functioning of the emergency line of the Centre, including its notifications, will be ensured by the Contractor.
5.3 Backups

A backup policy will be defined with the help of the contractor, with a view of finding the optimal balance between costs and efficiency, setting a VPN, if required, for that effect. All backup operations will be reported to REMPEC.
5.4 Software licenses

The Centre has a strict policy of complying with licenses. Regarding commercial software, the contractor will help implement that policy and shall ensure that REMPEC’s software licenses are always kept up-to-date by maintaining a log of such licenses and by alerting the Centre in writing to renew these licenses if and when necessary. The use of open software is also encouraged.
5.5 Security

The contractor is expected to help the Centre review, define, prepare, update and implement a consistent and comprehensive security policy. Elements of this policy will include inter alia:

· prevention of intrusion;

· prevention of internal abuses, such as file-sharing;

· definition of groups with corresponding rights management;

· management of software installed on individual computers;

· virus and malware prevention; and
· spam, phishing filtering for the domains managed by the Centre.

5.6 Relation with third parties

The contractor will liaise as necessary with third parties such as hardware suppliers and hardware maintenance contractors, software development contractors, International Ship and Port Facility Security Code (ISPs Code), etc. The Contractor is to ensure the best possible product at the most competitive price.
5.7 Provision of advice

As the missions of the Centre are in constant evolution together with the ways to accomplish them, the contractor is expected to provide advice on the choice of solutions to improve efficiency and productivity. It is expected that in addition to answering requests for advice on IT-related matters (hardware, software and networks), the contractor will be proactive when advantageous solutions are identified to fit the needs of the Centre.

5.8 Follow-up of REMPEC’s requests for support

The tender should clearly detail what method is employed to efficiently follow-up the requests for support emanating from the Centre.
6 REMPEC’s IT set-up and specifications

6.1 Hardware

The Centre is constantly reviewing and renewing its hardware which presently consists of the following:

6.1.1 Network infrastructure

The premises are fully networked with 1GB Ethernet, switches and routers.
The building is completely covered by Wi-Fi

Connection to the Internet is insured through an ADSL link (optic fiber).
The Centre manages, with the support of the IT contractor, the following domains:
· www.rempec.org
· midsis.rempec.org
· wastemanagement.rempec.org

· medgismar.rempec.org
· medemergency.rempec.org
· menelas.rempec.org

· www.westmopoco.rempec.org

· www.posow.org
Only midsis.rempec.org is hosted internally, the other websites are hosted externally to the server of REMPEC’s partner or contractors. New tools and websites may be added to the abovementioned list as part of the Centre’s activities.
6.1.2 Servers

Two servers are located on REMPEC’s premises in Valletta. They are one (1) Dell Power Edge 700 2900 to make Back-up of Data and one (1) Dell Power Edge 2950 to host midsis.rempec.org.  The servers are equipped with one UPS. Servers might be decommissioned by the time the contract start.
6.1.3 Security cameras

REMPEC building is equipped with nine (9) security cameras controlled from the server room and equipped with a UPS. 
6.1.4 Router and Switches 

REMPEC uses one (1) Mikrotik RB4011 Ethernet 10-Port Gigabit Router as well as two (2) 1 GB Internet switches and two (2) 100MB internet switches.
6.1.5 Intercoms
REMPEC building is equipped with two (2) intercoms from the main doors activated by three (3) devices installed in different pars of the buildin

6.1.6 Wifi coverage
REMPEC building is equipped with (9) Access Points (APs) Ubiquiti Unifi AC Lite Access Point to spread internet signals in all areas of the building
6.1.7 Laptops/Desktops 
All officers are equipped with laptops and are used frequently during missions abroad. There are one (1) Dell Latitude 5590, two (2) HP ZBook and five (5) Fujitsu Lifebook E557 used on a daily basis with a docking-stations and double monitors, as well as four (4) Fujitsu Lifebook S761 laptops that are used occasionally. 
There are two (2) desktops HP Prodesk 400 G4  available at REMPEC at the moment, which are used on a daily basis with UPS and double monitors. 
6.1.8 Smartphones

Three (3) officers have been allocated I-phone 11 smartphones purchased in December 2019 and one (1) staff has been allocated an I-phone 7, which may be used, besides for the basic voice call functionalities, to access Office accounts, One Drive, SharePoint, Microsoft Teams, the virtual PABX while on the move. These phones have been purchased independently of a subscription to a mobile operator. 
6.1.9 IP Phones

REMPEC staff are using fifteen (15) HTek 902 IP Phones connected to the virtual PABX provided by GO and linked to internal phone extensions. 
6.1.10 Printers

There are four (4) networked multi-function printers currently at the Centre: one (1) Sharp MX-M565N, two (2) HP LaserJet Pro and one (1) Xeros Phaser 6180 MFP. There are also , plus six (6) Lexmark MS312DN Monochrome Laser printers, one (1) Lexmark MS417dn Monochrome Laser pinter and two (2) Dell 1270dn Monochrome printers. 
6.1.11 Miscellaneous

Various other peripheral equipments include notably a video-projector, two wide screens for presentation. The Centre’s work is carried out in a multi-cultural environment and it has two (2) official working languages: English and French. It operates in the whole Mediterranean basin. In this respect, keyboards, operating systems and software may be in English or French, and occasionally in Arabic. IT Support and services will be provided in English.
6.2 Software

6.2.1 Servers

Servers at REMPEC run Windows Server 2003 (Dell Power Edge 700) and Windows SBS 2008 (Dell Power Edge 2950) respectively. The older server and one (1) of the 2950 hosts the Domain Controllers and file sharing (running at almost full capacity). Mail is handled via Office 365. An email to SMS service is provided by a third-party contractor. 

The fourth server runs CentOS and acts as a reverse proxy in the DMZ to link the websites to the external internet. The servers are equipped with one UPS. Servers might be decommissioned by the time the contract start.

6.2.2 Desktops & Laptops

All desktops and laptops currently used, run Windows 10. All the staff use Office 365 Business Premium 2016 package (Office 2016, Teams, One Drive, Sharepoint, etc.), Skype, Skype for Business, GO virtual PABX, Google Chrome, Internet Explorer or Firefox are used as browsers. One staff is using SAP and Exchequer for financial purposes. 
6.2.3 Smartphones

 All three (3) Officers use Apple I-Phone 11 and one (1) staff is using Apple I-Phone 7. All smartphone are using GO App to communicate via the GO virtual PABX
7 Pricing

The quotation should include a clear, comprehensive and detailed description of the pricing plan. The Centre has a preference for a flat, all-inclusive charge. However, other formulae may be considered.

8 Instructions for Submission

8.1 General instructions
Interested applicants are requested to address all points raised in this document when submitting their tender. Moreover, interested applicants should also complete ALL the questionnaire set out below. The tender as well as the completed questionnaire should be duly signed by an authorized signatory of the company.
Tenders should be sent to procurement@rempec.org, by not later than 10 May 2020, midnight (Malta time). Late or incomplete submissions will not be considered.

Submissions are to be made in accordance with this document and the replies to this questionnaire are to follow the sequence, as the way the questions are put. Additional material and/or brochures/promotional material, may be appended at the end of the submission.  All questions must be answered, for the submission to be considered.  

8.2 Questions: 

Questions regarding this call for tender should be addressed to procurement.questions@rempec.org by not later than 30 April 2020, 5pm (Malta time). REMPEC will reply to any request for additional information in strict compliance with the equal treatment principle. Provided that they have reached REMPEC before the abovementioned deadline, requests will be answered by email and be published on http://www.rempec.org/en/about-us/work-with-us,  in which the tender documents will also be available.  Tenderers are invited to consult the website frequently. The name of the requesting party will not appear on the website.

Under the present circumstance related to the COVID-19, site visit cannot be arranged.
8.3 Contractor’s tender
The tender should detail which procedures the contractor has in place on his side to efficiently provide the requested IT support and maintenance services to REMPEC. The Centre will consider all frameworks; however, a designated interlocutor is preferred. The quotation will also detail the time-frame of the interventions and answers to requests for support.

QUESTIONNAIRE

1.0
Name of Company








2.0
Address



3.0
Registered Company Number


4.0
Telephone Number


5.0
Fax Number


6.0
E-mail address





7.0
Business details


(List products/services provided)


8.0
Company status (Privately Owned Ltd. 

PLC, etc.)  Attach copy of List of Directors from the Registrar of Companies – MFSA


9.0
Year when the Company was founded

10.0
Is the Company part of a Group?  If so, what Group: (please send details of Group structure)

11.0
Company’s turnover for the past three years in relation to the IT Services, from global turnover.



12.0
Moreover, please include a copy of the last audited accounts.
13.0
Indicate the number and classification of employees directly employed in the IT services sector of the Company. For each employee, please specify job, title, qualifications and whether on full-time or part-time employment.


14.0
Three (3) references for the Tendering Company


Client name and Contact details:
In filling up the above references, it is hereby understood that REMPEC is free to contact any of the references detailed for further information required.  In this respect the Prospective Supplier should ensure the Contacts’ agreement to such an approach by REMPEC.

	YES
	NO


15.0
Would the bidder be ready to abide the tender conditions detailed in article 5.0 of the present tender? (Cross out whichever does not apply)
If not, kindly explain.
16.0
Detail any affiliation to international bodies and recognised quality assurance certification.

17.0
Detail the Company’s experience in the IT sector and describe your approach to ensuring that REMPEC is always provided with a tailored service with the best value for money.  

18.0 Indicate what payment schemes the bidder will offer REMPEC for completing the tasks as described in the present tender.
19.0 The Regional Marine Pollution Emergency Response Centre for the Mediterranean Sea (REMPEC) is a Regional Activity Centre and operated by the International Maritime Organization (IMO) in London. The Centre abides by the IMO Procurement rules and therefore it is understood that the bidder will be in agreement with the terms and conditions of REMPEC and IMO. 
The said terms and conditions can be found through the following link:  www.imo.org/en/About/Procurement/Documents/Tenders/IMO%20General%20Terms%20and%20Conditions%20standard%20Annex%20B.pdf   


20.0
Signature, name and title


21.0
Date
Call for Tender for the provision of IT support and maintenance services to REMPEC

NON COLLUSIVE TENDERING CERTIFICATE

I/we (*) the undersigned hereby certify that this is a bona fide Tender and I/we (*) have not fixed or adjusted the Tender Sum by or under or in accordance with any agreement with any other person submitting the Tender.

I/we (*) also certify that I/we (*) have not done and will not do at any time before the hour and date specified for the closing of submission of tenders, any of the following acts:

a.
Communicating to a person, other that the person calling for Tenders, the amount or approximate amount of the proposed Tender, except where the disclosure, in confidence, of the approximate amount of Tender was necessary, to obtain insurance premium quotations required for the preparation of the Tender;
b.
Agreeing or making arrangements with any person, binding him to refrain from tendering or fixing the amount of any tender submitted;



c.
Offering to pay or give or agreeing to pay or give, any sum of money or other consideration directly or indirectly, to any person for doing or having done in relation to any other Tenderer or potential Tenderer, any of the acts described above;

d.
In this certificate the term “agreement or arrangement” includes formal or informal understandings, whether legally binding or not, and the word “person” included any person whether physical or legal.

(*) Delete as applicable

Signature/s:
________________________
________________________________

Name/s:
________________________
________________________________

For and on behalf of:  ________________________________________________________

Date:
____________________________

Call for Tender for the provision of IT Support and Maintenance Services to REMPEC

DETAILS OF BIDDER
Name of Tenderer



______________________________________

(in Block Letters)

Address




______________________________________

______________________________________

______________________________________

Trading Licence No:  
____________________
Valid up to: _______________________
E-mail Address:



______________________________________

Telephone Numbers/s:


______________________________________

Fax Numbers/s:



______________________________________

Cell Phone Number:



______________________________________

VAT Registration No:



______________________________________

Furthermore I declare that I have read the Tender Document in its entirety.
Signature:  ________________________             
Date:  ___________________________
ID Card Number:
__________________________
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